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1 November 2016

Security Notice

(From the Director of Security)

Subject: Contractor Counterintelligence-Scope Polygraph Screening

On Jan. 1, 2017, DIA will begin implementing a phased change to its polygraph policy. All
contractors or employees of contractors identified to perform work for DIA, and where the work
requires access to sensitive compartmented information, must either successfully complete a
counterintelligence-scope polygraph (CSP) examination (in accordance with Intelligence
Community Policy Guidance 704.6 and Security Executive Agent Directive 2) or have on record
a reciprocally acceptable polygraph examination from another federal agency prior to being
granted unescorted access to DIA systems, facilities or information.

DIA will implement this policy change using the following schedule:

e 1 January 2017: National Capital Region (NCR) approximately 50-mile radius extending
outward to Ft Meade, MD and Charlottesville, VA

e 1 April 2017: Continental United States (CONUS) including NCR contractors
e 1 July 2017: Outside CONUS including CONUS contractors and NCR

Regardless of geographical assignment, all polygraph testing will be scheduled through the
special security officer (SSO), unit security officer (USO) or your contracting officer
representative (COR), respectively, to the DIA Central Processing Center, Reston, Virginia.

Refusal without reasonable cause (as determined by the Director of Security for DIA) to undergo
polygraph examination; failure to cooperate during a polygraph examination; or purposeful
noncooperation during a polygraph examination — including confirmed use of polygraph
countermeasures — could result in additional review or an adverse security determination.

If you have polygraph-related questions, please contact ~SECS5_Polygraph@dodiis.ic.gov
(JWICS) or ~SEC5_Polygraph@dia.smil.mil (SIPR).




All other questions related to this notice should be directed to the SEC-3 Customer Service Desk
at 703-735-1842 (comm) or by email: sec3customerservice@coe.ic.gov (JWICS),
sec3customerservice@dia.smil.mil (SIPR) or sec3customerservice@dodiis.mil (NIPR).

This notice rescinds the polygraph policy cited in previous Security Notice (SEC-2014-09),
dated June 11, 2014.

Michael P. Londregan
Director, Office of Security
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