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• Guidance on Submitting Periodic Reinvestigations Effective April 
10, 2014: 

– The PSMO-I will accept requests for periodic reinvestigations (PRs) that are 
within 90 days of the investigation anniversary date. This is a change from the 
current 30-day time frame and reinstates the previous 90-day submission 
window. For more information on the PR requirement, visit the DSS website. 
 

• Guidance on gaining access to or maintaining a JPAS account 
posted April 15, 2014: 

– As a future or current JPAS account holder, what should I do to gain access to or 
maintain my JPAS account?  

• For the answer, visit http://www.dss.mil/psmo-i/ps_faqs.html#26  
 

• RRU Submission 
– Need clarity on which “R” or “U” to use? Visit http://www.dss.mil/psmo-

i/indus_psmo-i_maintain.html#research  

 

Recently Posted Guidance  
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• The deadline has PASSED! 
 

• DSS will no longer send  
FD-258 cards to Industry 
 

• If you still need assistance achieving 
compliance with the eFP mandate, 
please review the eFP 
implementation guide  
 

• SWFT is still accepting new 
enrollments for scanners and 
requests for SWFT accounts 

Electronic Fingerprinting 

http://www.dss.mil/documents/psmo-i/eFP_Guide.pdf  
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• On December 16, 2013, SWFT log on became  
PK-enabled 

 

• Effective March 6, 2014, the username and password 
logon option was removed from SWFT, and only  
PK-enabled log on is allowed 
 

• Preparation and training (visit SWFT Homepage): 
– SWFT Newsletter (Volume 2, Issue 3) 
– SWFT Newsletter (Volume 2, Issue 2) 
– PKI Frequently Asked Questions 

SWFT PKI Login 
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SWFT User Webinar 
• DMDC will host a webinar to 

present and discuss SWFT’s 
implementation of PK-Enabled 
logon, as well as other topics and 
updates.  The date, time, and dial-in 
information is below: 
 

SWFT User Informational Webinar 
Wednesday, April 23, 2014 2PM EST 
1-888-970-4136  PC: 46442 
https://connect.dco.dod.mil/swftapril 
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• To access the new form click here dated 7/2013. The 
form should be faxed or mailed: 
 

SF-312 

443-661-1140 
ATTN: SF-312 
Attach cover letter with  
following information 

Defense Security Service 
ATTN: PSMO-I 
7556 Teague Road, Suite 500 
Hanover, MD 21076 

Fax 

Mail 

NOTE: PSMO-I has started rejecting the old form effective January 2014 7 

http://www.gsa.gov/portal/forms/download/116218
http://www.archives.gov/isoo/security-forms/sf312.pdf
http://www.archives.gov/isoo/security-forms/sf312.pdf
http://www.archives.gov/isoo/security-forms/sf312.pdf


PSMO-I Update 
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Presenter Information 
Autumn Grijalva 
JPAS Project Manager, Personnel Security and 
Assurance Division 

JPAS Updates 



• Inactive Account Deletion Policy – reduced from 90 days to 45 days 
in order to comply with CYBERCOM 
 

• JPAS Data Correction Checklist now published 
– Need to determine if there is a military/civilian categories OPEN on the record 
– Need to determine if there is a PRIOR military/civilian category with NO OPEN 

military/civilian category on the record 
– Checklist in under FAQs titled JPAS DATA CORRECTION CHECKLIST 

 

• New JPAS Account Requests 
– If the PSSAR is complete and all information is submitted, the DMDC CC will 

send the request to the FSB for a servicing relationship to be established. 

 

Policy/Website Updates 
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• JPAS’ New Look & Feel 
– Description: Updated JPAS color scheme, logo and fonts. 

 

• Visit Enhancements 
– Description: Updated JPAS Visit Functionality to provide users with the ability 

to enter more data and provide users more information.  Updated the "Visit 
Information" and "Visit Notification" screens to display the visitor’s most 
current eligibility.  Added a new field to the "Visit Information" screen to 
manage the visit’s applicable level of access. 
 

• Restrict JCAVS ‘Manage Mass Personnel Changes’ to only 
display/process Subjects in a User’s SMO 

– Description: Updated the JCAVS Manage Mass Personnel Changes function to 
prevent a user from obtaining or processing a list of SSNs for subjects that do 
not belong to the user’s SMO. 

JPAS 5.3.0.0 
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• Indoctrinate Link – More Investigations 
– Description: Expanded the list of closed investigation types considered when 

displaying the Indoctrinate Link for a DoD Civilian Person Category.  The 
following closed investigations will additionally be considered: SBI, MBI, MBIP, 
BIPR, BITN, BIPN, BI, SBIP.  

 
• Non-SCI Indoctrinate Link – Unsupported Investigations 

– Description: Do not display the Non-SCI Indoctrination Link for specific, closed 
Investigation Types on all Person Categories.  Subjects having only the following 
closed investigations now cannot be granted non-SCI access in JPAS: ENAC, 
NACL, ENAL, IBI, NPSB, SII, OTHR, SBIR, CNCI, CNAC.  NAC was originally in 
this list but has since have been corrected. 

 

JPAS 5.3.0.0 
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• Enhancements/Modifications 
– JAMS/JCAVS reports switched to new reporting tool, Jasper (5.4.0.0) 
– Remove low usage JAMS/JCAVS reports (5.4.0.0) 

• JAMS:  PSP Medical, PSP Personnel, PSP Termination, Guidelines, Assurance, Due Process, Case 
Reassignment, Incidents 

• JCAVS:  PSP PR, FY Access Total, Eligibility Total 

– Last Name and Date of Birth required for EDIPI record search (5.4.1.0) 
– Activate SSN links on PSM Net page (5.4.1.0) 
– Expansion of OPM-JPAS SII bridge to include HSPD-12 adjudication fields, as 

well as others data, such as OPM barring from employment, SMO, and Incident 
Flag (5.4.1.0) 
 

5.4.0.0 Deployment Scheduled for 31 MAY 
 

5.4.1.0 Deployment Scheduled for 7 JUNE 
 

JPAS 5.4.0.0/5.4.1.0 
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• Upcoming DQIs 
– DQI 597:  Administratively Debriefed Access – DQI will run on a monthly basis 

without further notifications 

 
– DQI 68982:  Separation of Industry Categories with an overdue PR and no 

Owning or Servicing SMO – monthly.   

 
– DQI 945:  Correction of Questionable PID dates 

 
 

Data Quality Initiatives (DQI) 
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• Focused on correcting Accesses that do not have supporting 
eligibilities or investigations 

• 3 primary scenarios have been identified: 
– Active Access related to a separated or dead person; no action is required by the 

FSO 
– Active access where no owning or servicing SMO is associated with the person 

category; no action is required by the FSO 
– Active access where there is no supporting current eligibility; several actions 

might need to be taken based on different eligibilities see the DQI 597 FAQ on 
the JPAS homepage 
 

DQI 597 
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• Separation of Industry Categories with an overdue PR and no 
Owning or Servicing SMO  
 

• 2 primary scenarios have been identified: 
– No owning servicing/owning relationship on a Industry KMP person category; 

DSS is forwarded the report and the facility is required to establish an alternate 
account manager 

– If the industry person category is not considered KMP and has no 
owning/servicing relationship, a separation date is populated on the record 
according to the last time the record was updated 
 

• See the DQI 68982 presentation on the JPAS homepage if you 
missed the last PSMO-I brief 
 

DQI 68982 
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Don’t Forget 
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Q & A 
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 AskPSMO-I Webinars  

Thank you for 
attending! 
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