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OCIO Mission

The Mission of the Office of the Chief Information Officer (OCIO) is to:



 

Provide a full range of information technology (IT) services to 
DSS employees in all locations



 

Manage and maintain the enterprise information technology 
systems that support industrial security, counter intelligence, and  
security education missions 



 

Develop the next generation Industrial Security Automation 
System (ISAS)
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OCIO Customers and Stakeholders

Over 100,000 active users worldwide; diverse missions

Defense Security Service
(DSS)

External DSS 
Civilian / Industry

Internal DSS 
Civilian / Industry

DoD Components 
Federal Agencies

Non-DoD Components 
Other Federal Agencies

Army
Navy/Marine Corps
Air Force
Intelligence Agencies
Federal Bureau of Investigation
Central Adjudication Facilities

Facility security officers
Personnel security officers
Security management and support staff

Department of State
Department of Energy
Department of Homeland Security
Law enforcement agencies
Office of Personnel Management

DSS security officers
DSS Field Offices
DSS - Columbus / Braddock
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OCIO Organization Structure
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OCIO Division Roles 

Chief Information Officer
Deputy CIO
Enterprise Planning and Transformation Division



 

Serves as Chief, Enterprise Architecture


 

Strategic planning


 

Manage policy and process
Networks and Infrastructure Division



 

Manage office applications (server and desktop)


 

Acquire new communications equipment


 

Operate IT support helpdesk


 

Manage system networks


 

Provide IT assessments
Budget and Resource Management Division



 

IT Budget Formulation and Execution
Product Lifecycle Management Division



 

Manage IT projects


 

Develop and sustain security mission systems
Capital Planning and Investment Management Division



 

Procure and manage information technology support contracts
Information Assurance/Computer Network Defense Division



 

Assure system compliance with security and privacy standards
Call Center Division



 

Operate helpdesk for DoD and Industry customers worldwide
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OCIO Support to DSS Customers 

• Within Networks and Infrastructure (CION)
• IT Support Helpdesk
• Procure/manage SIPR/NIPR circuits
• Server and desktop applications
• Desktop/laptop equipment
• Printers, scanners, and other peripherals
• EV-DO, DSS VPN 
• Blackberries
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Joint Personnel Adjudication System (JPAS)


 

Records eligibility and access determination for DoD Civilian, 
Military, and National Industrial Security Program contract 
clearances



 

50,000+ active users

Industrial Security Facility Database (ISFD)


 

Maintains facility clearance information on facilities 
participating in the National Industrial Security Program



 

6,000+ users

Current DSS Mission Systems
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Defense Central Index of Investigations (DCII)


 

Indexes and identifies DoD individuals, companies or 
events that have been the subject of DoD investigations



 

Interfaces with the Business Transformation Agency 
sponsored Clearance Adjudication Tracking System



 

6,500+ users

Improved Investigative Records Repository (iIRR)


 

A repository of legacy personnel security investigative 
records



 

14 users 

Education Network Registration & On-line Learning (ENROL)


 

Training management system that provides security 
training including course catalog, training schedule, 
registration for security training, and student transcripts



 

25,000+ users

Current DSS Mission Systems (Cont.)
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Secure Web Fingerprint Transmission System (SWFT)


 

Cleared Contractor Submission of Electronic Fingerprint Files


 

Modeled on Army’s “store and forward” system at 85 installations.


 

Contractor firms and associations will control the front-end 
scanners.



 

DSS will operate and maintain server infrastructure.

Planned Mission Systems

Presenter
Presentation Notes
I have been asked to speak to you about the current status of the Defense Security Service



I am here to report that the status is ….. TRANSFORMATIONAL CHANGE



As you can see, I will address some of those changes today….
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